TO: University Community
FROM: Kenneth G. Furton, Provost and Executive Vice President
       Robert N. Grillo, Vice President and CIO
Date: May 10, 2016
Re: New IT Security Enhancements Coming May 15

This summer, the Division of Information Technology will be implementing our new login page, new account recovery process, and Two-Factor Authentication. These changes will augment the University's security while further protecting personal data and university resources against fraudulent attempts.

**Login Page**
On May 15, our new login page will be launched on MyFIU and MyAccounts. You will be automatically redirected to the new login page when you access MyAccounts. To authenticate to MyFIU, you will now click on the "Login to MyFIU” button on the homepage to access the login screen where you will enter your FIU username and password. Learn more.

**New Account Recovery Process**
Also on May 15, our new account recovery process will launch. This new process secures your account by using a cell phone number or secondary email address to verify your identity. Learn more.

**Two-Factor Authentication**
This summer, Two-Factor Authentication will be offered to the FIU community. Two-Factor Authentication increases security measures on your account by requiring two steps to log in. We strongly suggest that you opt-in to this important service, as it adds another layer of protection to your account. Learn more.

We appreciate your efforts in helping make FIU more secure. If you have any questions or experience any difficulties during this process, please contact the Division of IT Support Center at (305) 348-2284.